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Data protection declaration 
 

 

This data protection declaration (duty to inform according to Art. 13, 14 of the Data Protection 
Regulation DSGVO) refers to the processing of personal data in the context of participation in 
the Central University Sports Office of the TU Munich. 
 

 

Responsible body: 

The responsible body within the meaning of the data protection laws is: 

Technische Universität München 

Arcisstraße 21 

80333 München 

Telefon +4989289-01 

 

Data Protection Officer of the Technical University of Munich: 
E-Mail: beauftragter@datenschutz.tum.de 

Further contact details can be found at www.datenschutz.tum.de. 
 
 

 

Purpose of data processing: 

The purpose of the processing of personal data is the registration for the Central 

University Sports Centre Munich (ZHS) and the creation and validation of the ZHS Card 

for access to the campus in the Olympic Park and participation in events. Personal data 

(IP address) is only processed insofar as this is necessary for the purpose of the 

operation of the ZHS including its safeguarding. 

 
 
 

Legal basis for the processing of personal data: 

 
The legal basis for the processing of personal data is Art. 6 para. 1 letter e, para. 2 and 3 

DSGVO and Art. 4 para. 1 of the Bavarian Data Protection Act (BayDSG). 

For the processing of personal data for the organisation of participation in the ZHS, 

consent of the data subject is granted automatically with the registration through the 

purchase (see webpage Downloadcenter).

http://www.datenschutz.tum.de/
https://www.zhs-muenchen.de/fileadmin/w00btm/www/_my_direct_uploads/Consent_to_the_use_of_personal_data.pdf
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Recipients or categories of recipients of the personal data: 

Your personal data will be passed on to: 

- - The course instructors for the purpose of conducting the course (email 

address and telephone number). 

- - The Bayerische Landesbank and the participants' bank accounts for the 

purpose of direct debiting. 

- - The employees of the ZHS for issuing the ZHS Card, for processing 

individual course data (e.g. for course rebookings) and - in anonymised form - 

for statistical purposes.. 

 
 

Duration of the storage of the personal data of the data subject: 

Data for registration with the ZHS  1 year after collection 

Data for issuing the ZHS Card: 1 year after collection 

Account data for executing the direct debit procedure: Immediately after 

forwarding to State Central Bank 

Rights of the data subject: 

Insofar as your personal data is processed, you have the following rights in this respect 

in principle: 

 
 - Information about your data stored by us and its processing (Art. 15 DSGVO), 

 - Correction/completion of incorrect personal data (Art. 16 DSGVO), 

 - deletion of your data stored by us (Art. 17 DSGVO), 

 - Restriction of data processing if we are not yet allowed to delete your data due to 
legal obligations (Art. 18 DSGVO), 

 - If applicable, a right to data portability (Art. 20 DSGVO), 

 - Objection to the processing of your data by us (Art. 21 DSGVO). 
 - Restrictions and modifications of the aforementioned rights may result from Art. 9 

and 10 BayDSG as well as from Art. 20 BayDSG.

 
Of course, you can revoke your consent at any time with effect for the future. 

  
You can lodge a complaint with the supervisory authority responsible for us at any time. The 
competent data protection supervisory authority for the Technical University of Munich is: 
 

E-Mail: poststelle@datenschutz-bayern.de 
Telefon: +4989212672-0 
https://www.datenschutz-bayern.de 

 

 

Technical implementation: 

The web servers of the Technical University of Munich are operated by the Leibniz 

Computing Centre (LRZ). 

Leibniz-Rechenzentrum (LRZ) 

Boltzmannstraße 1 

85748 Garching b. München 

 

mailto:poststelle@datenschutz-bayern.de
http://www.datenschutz-bayern.de/


Datenschutzerklärung ZHS  

When you call up this or other Internet pages, you transmit data to our web server via 

your Internet browser. The following data is temporarily recorded in a log file during an 

ongoing connection for communication between your internet browser and our web 

server: 

- IP address of the requesting computer 

- Date and time of access 

- Name, URL and transferred data volume of the retrieved file 

- Access status (requested file transferred, not found, etc.) 

- Identification data of the browser and operating system used (if transmitted by 

the requesting web browser) 

- Website from which access was made (if transmitted by the requesting web 

browser) 

 The data in this log file is processed as follows: 

- The log entries are continuously evaluated automatically in order to detect 

attacks on the web servers and to be able to react accordingly. 

- In individual cases, i.e. in the event of reported malfunctions, errors and security 

incidents, a manual analysis is carried out. 

- Log entries older than seven days are anonymised by shortening the IP 

address. 

- The anonymised logs are used to create access statistics.  

 

 

The software used for this is operated locally by the LRZ. The IP addresses contained in 

the log entries are not merged with other data sets by the LRZ, so that the LRZ cannot 

draw any conclusions about individual persons. 

 


